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Abstract: With the rapid development of Artificial Intelligence (AI) technology, the Financial Technology (FinTech) 
industry is undergoing unprecedented changes.The innovative applications of AI in the financial sector cover all 
aspects from intelligent risk control to intelligent investment, automated financial services and customer experience 
optimisation, which have greatly improved the efficiency, accuracy and security of financial services. By analysing 
the current situation and development trend of AI in fintech and exploring its profound impact on the financial 
industry, this paper reveals the key role of AI in promoting personalised, automated and intelligent financial services. 
Specifically, the AI-driven intelligent risk control system effectively improves the accuracy of risk identification and 
management, enabling financial institutions to assess customer credit risk faster and more accurately; the intelligent 
investment consulting system provides users with customised investment advice and optimised asset allocation solutions 
through data mining and machine learning, which significantly improves the return on investment; and in terms of the 
automation of financial services, AI technology facilitates the automation of financial services such as the JPMorgan 
Chase's contract review system COIN and other applications, which not only improves operational efficiency, but 
also effectively reduces labour costs and error rates; in terms of customer experience optimization, Citibank optimizes 
its customer communication strategy through AI-driven sentiment analysis, achieving a double increase in customer 
satisfaction and loyalty. By summarising these real-life cases and application data, this paper further analyses the 
effectiveness and challenges of AI application in the financial industry, especially in terms of data privacy and security 
risks, the balance between technology and regulation, and the shortage of technical talents. In the future, with the 
maturity of AI technology and its in-depth application in financial compliance and privacy protection, AI is expected to 
become a new engine for the development of fintech and provide a broader prospect for the intelligent transformation of 
the global financial industry.
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1 Introduction

Financial  Technology (FinTech),  as a cross-

disciplinary innovation integrating financial services and 

cutting-edge technology, has shown rapid development 

globally. In recent years, the widespread application of 

artificial intelligence (AI) technology in FinTech has led 

to profound changes in the traditional financial model.

AI-enabled financial services have not only improved the 

ability of institutions in terms of operational efficiency, 

risk control and customer service, but also promoted the 

rapid popularity of personalised financial products. With 

AI technology, financial institutions are able to process 

massive amounts of data in real time to achieve more 

accurate credit assessment, risk prediction and market 

analysis, so as to more efficiently meet user needs and 

optimise resource allocation (Arner, D. W., 2016).

According to McKinsey data, the size of the global 

fintech market has exceeded $310 billion in 2021, with 

AI-driven innovative applications occupying a pivotal 

position in the market.The applications of AI include 

intelligent risk control, automated investment consulting, 

automated customer service, and real-time transaction 

monitoring in various fields, and these technological 

innovations have greatly enhanced the adaptability and 

competitiveness of fintech (Lee, I., & Shin, Y. J. , 2018). 

The purpose of this paper is to explore how AI technology 

can bring about smarter, more efficient and safer financial 

services through the application of big data, machine 

learning, natural language processing and other means, 

and to analyse in depth the future trends and challenges of 

fintech in terms of technological development, compliance 

protection and data privacy protection. By examining 

the diverse applications and effectiveness of AI in the 
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(Li, T., & Xu, W. ,2019). In addition, Alipay's intelligent 

risk control system is able to monitor and assess risk as 

transactions are conducted in real time, and once high-

risk behaviours are detected, the system automatically 

intercepts them to prevent the loss of funds. This AI-

based real-time risk management mechanism has greatly 

improved Alipay's risk control level and built a safer 

payment environment for users.

The successful application of Alipay's intelligent risk 

control system not only demonstrates the great potential 

of AI in financial risk management, but also sets a 

model for the entire financial technology industry. With 

the continuous development of technology, AI-driven 

intelligent risk control is gradually becoming a core means 

of risk management for financial institutions, driving 

the financial industry in the direction of greater security, 

intelligence and efficiency.

2.2 Intelligent Investment Advisors
Intelligent investment advisors (Robo-Advisors) 

is an important innovation in the field of financial 

technology that uses AI technology to provide investment 

management and financial advice (Palan, S., & Gimpel, 

H. ,2020). Through data mining, machine learning and 

big data analysis, the intelligent investment advisor 

platform is able to automatically generate the optimal 

asset allocation plan based on personalised information 

such as the user's financial situation, investment objectives 

and risk tolerance, helping the user to achieve wealth 

appreciation. Compared with traditional investment 

advisory services, intelligent investment adviser not only 

improves investment efficiency, but also significantly 

reduces investment management costs, making financial 

services more inclusive.

The core of the intelligent investment advisor system 

lies in its automated portfolio management. Through real-

time analysis of market data, the AI system can predict 

short-term market fluctuations and provide users with 

dynamic asset adjustment recommendations (Jung, D., 

2018). In addition, intelligent investment advisors are 

able to make personalised allocations based on users‘ risk 

preferences, so that users’ portfolios are balanced between 

financial sector, this paper hopes to provide forward-

looking insights and thoughts on the future development 

of fintech.

2 The Current State of AI in Fintech

2.1 Intelligent Risk Control
One of the core applications of AI in fintech is 

intelligent risk control, which plays a crucial role in loan 

auditing, credit assessment, and anti-fraud detection. 

Traditional risk control systems mainly rely on rule 

engines and historical data to determine risk, but in the era 

of big data, this approach is stretched to the limit in the 

face of increasingly complex risk scenarios, and is unable 

to efficiently process massive amounts of data and make 

accurate judgements. AI technology, especially machine 

learning and deep learning algorithms, can quickly 

process multi-dimensional data, including users' social 

behaviours, consumption habits, geographic location, etc., 

to achieve more refined and dynamic risk management.

The AI-driven intelligent risk control system not 

only improves the accuracy of risk judgement, but also 

has the advantage of real-time monitoring and response. 

In the process of risk identification, AI is able to build 

personalised risk models based on users' behavioural 

patterns, provide early warning of abnormal behaviour, 

and stop high-risk transactions in a timely manner, thereby 

effectively reducing losses for financial institutions (Luo, 

L., & Xie, G. , 2021). The application of this system has 

a positive effect on enhancing user trust and safeguarding 

capital security.

Taking Alipay as an example, its intelligent risk 

control system, through the introduction of machine 

learning algorithms, conducts comprehensive analysis 

of multi-dimensional data such as users' transaction 

behaviours, device characteristics, geographic location 

and other data to identify potential risks. Through AI 

technology, Alipay has not only achieved accurate 

identif ication of fraudulent behaviour,  but  also 

significantly improved the efficiency of risk control. Data 

show that since the introduction of the AI model, Alipay's 

fraud identification rate has increased by about 30%, and 

the loss reduced by more than 1 billion RMB per year 
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returns and risks. With these advantages, smart investment 

advisors are gradually gaining popularity among mass 

investors, especially among young users and small and 

medium-sized investors.

Betterment and Wealthfront are the leading AI-

powered investment advisor platforms in the U.S. They 

provide users with comprehensive investment solutions in 

the field of smart investment.

Betterment

Betterment automates asset allocation through AI 

modelling to make users' investment decisions more 

efficient. Its intelligent investment advisor system 

combines modern asset portfolio theory and big data 

analysis to automatically select the most suitable asset 

portfolio and optimise investment returns based on users' 

risk appetite and investment horizon. Data shows that 

Betterment's users have increased their average annual 

return on investment by about 15%, which is a significant 

return advantage over the traditional manual investment 

model.Betterment also uses AI models to predict market 

fluctuations, identify potential investment opportunities, 

and provide users with personalised asset allocation 

recommendations, enabling their portfolios to better 

respond to market changes.

Wealthfront

Wealthfront, on the other hand, uses Natural 

Language Processing (NLP) technology in its smart 

investment system to automatically analyse content such 

as market news, economic data and policy information 

to more accurately capture market sentiment and trends. 

This technology enables Wealthfront to provide users 

with more personalised and forward-looking investment 

strategies. Through data analytics and machine learning, 

Wealthfront not only helps users develop portfolios that 

adapt to changes in the market, but also automates tax 

optimisation strategies to maximise their investment 

returns (Siering, M., 2017).

The success stories of Betterment and Wealthfront 

demonstrate the great potential of AI in the investment 

advice field. They utilise an AI-powered smart investment 

model that not only lowers the barrier for users to enter 

the financial market, but also provides an efficient and 

transparent investment management experience (Sironi, 

P. ,2016). With the development and popularisation of 

AI technology, the application of intelligent investment 

advisors will become more widespread, and it is expected 

to provide quality financial services to more ordinary 

investors in the future, and to promote the transformation 

of the investment management industry to intelligence 

and automation.Natural language processing technology 

analyses market information so as to develop tailor-made 

investment strategies for users.

2.3 Financial Services Automation
With the continuous advancement of AI technology, 

the automation of financial services has become one of 

the key applications in the field of fintech.The extensive 

use of AI in the automation of financial services, 

including AI customer service, intelligent assistants, 

and transaction automation, has significantly enhanced 

the efficiency and accuracy of financial services, 

improved the user experience, and significantly reduced 

operational costs. Through automation, financial 

institutions are able to reduce human intervention and 

improve the speed and accuracy of decision-making 

while ensuring efficient services, thus meeting customer 

demand for fast, personalised and 24/7 services (Bose, 

S., & Mahapatra, R. ,2021).

Among them, AI customer service systems have 

become an important application in financial services 

automation. While traditional customer service models 

often face high-traffic and high-pressure customer 

service scenarios, AI customer service systems use 

natural language processing (NLP) and machine learning 

technologies to handle customer inquiries in real time, 

solve common problems, and continuously optimise the 

quality of service based on customer needs and feedback 

(Chen, M.,2019). This not only improves customer 

satisfaction, but also reduces the burden of manual 

customer service, enabling financial institutions to focus 

more resources on higher-value services.

In addition, the application of AI technology in 

financial transaction automation has also received 

widespread attention. Intelligent trading systems are able 

to analyse market dynamics in a very short period of 
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time through deep learning and algorithmic trading, and 

automatically execute trading decisions to capture market 

opportunities. Compared with traditional manual trading, 

the trading speed and decision-making ability of AI 

systems have obvious advantages, especially in the field 

of high-frequency trading and quantitative trading.

Case: JPMorgan Chase's AI contract review system 

COIN

J.P. Morgan's (J.P. Morgan) AI contract review 

system COIN (Contract Intelligence) is a breakthrough 

application in the field of financial services automation. 

COIN system is specifically designed for reviewing loan 

contracts and legal documents, which uses AI technology 

to automate the analysis of the contract content, and is 

able to quickly identify potential problems and risks, 

significantly improving the efficiency of contract review. 

efficiency of contract review (Davenport, T. H, 2018).

Prior to the introduction of the COIN system, 

JPMorgan's contract review work was handled by a team 

of professional lawyers, which was relatively slow and 

prone to human error. However, the introduction of COIN 

has dramatically changed this situation. Data shows 

that COIN system has increased the speed of contract 

review by 360% and reduced the error rate to near-zero 

level, greatly improving the accuracy and efficiency of 

contract review. More importantly, COIN saves JPMorgan 

Chase more than 5,000 hours of labour time annually, a 

time savings that allows the company to focus on more 

strategic and valuable work (Sironi, P. , 2016).

The successful use of the COIN system not only 

demonstrates the enormous potential of AI technology to 

automate the legal and financial sectors, but also provides 

the financial industry with new ways of thinking about 

optimising internal processes, improving efficiencies 

and reducing risk. Through this innovation, JPMorgan 

Chase has successfully promoted the intelligent upgrading 

of financial services and provided valuable experience 

for other financial institutions in achieving business 

automation.

As the technology continues to mature, it is expected 

that more financial service areas will be affected by AI 

automation in the future. AI will help financial institutions 

achieve comprehensive intelligent operations in contract 

review, customer service, risk assessment, etc., which 

not only improves the quality and efficiency of financial 

services, but also promotes the development of the 

financial industry in the direction of greater intelligence 

and transparency.

2.4 Customer Experience Optimisation
With the continuous development of fintech, 

enhancing customer experience has become one of the 

core objectives of innovation in the financial industry. The 

success of financial services depends largely on customer 

satisfaction and loyalty. Artificial intelligence technology, 

especially through methods such as big data analysis, 

sentiment analysis and personalised recommendations, 

can effectively predict and satisfy customers' needs and 

thus optimise customer experience. With AI technology, 

financial institutions can not only provide more accurate 

and efficient services to customers, but also build a closer 

connection with customers through real-time interactions, 

enhancing the overall customer experience.

The application of AI technology enables financial 

institutions to gain real-time insights into customer 

behaviour and needs based on massive amounts of data, 

and make each customer feel uniquely cared for through 

personalised services. For example, financial institutions 

can recommend tailored financial products or services for 

customers based on their transaction history, consumption 

habits and other relevant data. Through continuous 

learning and feedback, AI can continuously optimise 

the service content, thus further improving customer 

satisfaction and enhancing customer loyalty (Verma, 

S.,2021).

In addition, the application of AI in customer service 

has also brought great convenience, especially in customer 

service automation and sentiment analysis.AI customer 

service system is able to understand customer enquiries 

and provide fast and accurate responses through natural 

language processing technology, which not only shortens 

the waiting time of the customer, but also improves the 

efficiency of the problem solving. Sentiment analysis 

technology, on the other hand, can identify customers' 

emotions through the analysis of their voice, text or facial 
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potential in optimising customer experience in the future. 

From personalised services to emotional interactions, AI 

will provide customers with smarter, more convenient and 

humane financial services, driving the financial industry 

towards a smarter, customer-centric direction.

3 Trends in AI in FinTech

With the rapid development of artificial intelligence 

technology and the financial industry's continuous 

demand for innovative solutions, the application of AI 

in fintech is deepening and expanding. In the future, 

with the improvement of data analysis capabilities and 

the emergence of new technologies, AI will show more 

potential in the financial sector and drive the industry in 

the direction of greater intelligence, personalisation and 

efficiency. The following are several major development 

trends of AI in fintech:

3.1 Real-time Risk Monitoring and Early Warning
With the increasing complexity of financial markets 

and trading environments, real-time risk monitoring 

and early warning systems have become an important 

tool for financial institutions to improve their risk 

management capabilities.AI technology, especially in 

the field of big data analysis and machine learning, will 

further enhance the real-time response capability of 

risk monitoring systems. In the future, AI systems will 

be able to acquire and process data from more sources, 

including social media information, global news, market 

sentiment, economic indicators, etc., to comprehensively 

assess market volatility and potential risks. Through deep 

learning and natural language processing technologies, 

AI can analyse this data in real time to provide financial 

institutions with unprecedented market insights to better 

predict and prevent risks (Gai, K.,2018).

For example, AI will be able to identify signs of 

potential market crises and volatility by analysing 

sentiment data from global news and social media (Feng, 

F.,2021). By combining this with traditional financial 

data (e.g. stock market quotes, interest rate changes, 

etc.), AI will be able to provide financial institutions with 

more accurate and timely early warning signals. This 

will greatly enhance the emergency response capabilities 

expressions, so as to adjust customer service strategies 

and provide more humane services.

Case :  C i t i bank ' s  AI  Cus tomer  Expe r i ence 

Optimisation

Citibank has made bold innovations in customer 

experience optimisat ion,  making ful l  use of  AI 

technologies, especially natural language processing 

and sentiment analysis models, to improve its customer 

service system. By analysing a customer's emotional state, 

Citibank's AI system is able to dynamically adjust its 

communication strategy in its interactions with customers, 

ensuring a more personalised and emotional service for 

them.

Specifically, Citibank's AI customer service system 

is able to recognise the emotions, such as anger, anxiety 

or doubt, displayed by customers during their interactions 

with customer service agents, so that communication 

methods can be adjusted in a timely manner to alleviate 

customers' negative emotions. For example, when the 

system detects that a customer is showing dissatisfaction, 

the customer service agent can quickly adjust the tone of 

voice, wording or provide more information to effectively 

calm the customer and avoid losing customers due to 

miscommunication (Columbus, L. ,2020).

Citibank's application of this AI technology has 

achieved remarkable results. According to the data, 

Citibank's customer satisfaction has increased by 20%, 

while the customer churn rate has dropped significantly 

by 15%. These results show that AI technology not only 

improves the quality of customer experience, but also 

plays an important role in customer loyalty and the long-

term development of the company's business.

Through the deep integration of sentiment analysis 

and personalised service, Citibank is able to better 

understand customers' needs and expectations and provide 

them with more targeted services. This personalised 

customer service experience greatly enhances customer 

engagement and satisfaction, further boosting Citibank's 

brand value and customer loyalty in the highly competitive 

financial market.

Overall, with the continuous development of AI 

technology, financial institutions will show greater 
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and compliance technologies. In the future, AI can be 
combined with data de-identification, privacy computing, 
blockchain and other technologies to help financial 
institutions effectively protect customer privacy and 
ensure compliance. For example, privacy computing 
technology can perform data analysis while ensuring data 
privacy, enabling financial institutions to use sensitive data 
for model training and risk assessment without disclosing 
personal information. Blockchain technology, on the other 
hand, can provide a higher level of security for financial 
data, ensuring transparency and non-tamperability of 
transactions, which in turn improves data compliance (Li, 
Q., & Wang, J. , 2020).

In addition, AI can monitor financial transactions 
and behaviours in real time to ensure they comply 
with relevant laws and regulations through automated 
compliance review systems. As these technologies 
mature, financial institutions will be able to respond 
more efficiently to increasingly complex compliance 
requirements and reduce legal and reputational losses due 
to data breaches or compliance risks.

4 Challenges of AI in FinTech
Despite the many innovations and efficiency gains 

that AI technology has brought to fintech, there are some 
significant challenges to its widespread use. In particular, 
the financial industry needs to pay special attention to how 
to balance innovation and compliance requirements when 
it comes to data privacy and security. Below are a few of 
the major challenges in the application of AI in fintech:

4.1 Data privacy and security risks

Figure1 The relationship between AI, data security 
and privacy in the financial industry

of financial institutions, reduce losses from unexpected 
events, and help organisations adopt more precise risk 
hedging strategies. 

3.2 Deepening of Personalised Financial Services
Personalised financial services are one of the key 

trends in the application of AI in fintech. With the 
continuous improvement of AI technology and data 
analysis capabilities, financial institutions will be able to 
more accurately analyse and understand customer needs 
and provide more customised products and services 
(Chong, A. Y. L.,2021). In the future, AI will deeply 
mine data on users' financial status, consumption habits, 
investment preferences, lifestyles, and so on, so as to 
tailor personalised financial products and services for 
each customer. For example, AI will be able to create 
exclusive savings plans for users based on their income, 
expenses and financial goals, or recommend suitable 
investment portfolios, or even provide personalised loan 
and insurance solutions.

AI-driven personalised services will not only 
improve customer satisfaction, but also help financial 
institutions increase customer stickiness and long-term 
value. Through AI technology, financial institutions are 
able to achieve more efficient customer categorisation and 
refined management, and provide differentiated services 
to different customer groups. This highly personalised 
financial service will be the key to future competition in 
the financial market, while driving financial institutions 
towards a more intelligent and customer-oriented 
direction.

3.3 Evolution of Privacy Protection and Compliance 
Technologies

As data privacy and security concerns grow, the 
financial industry's requirements for compliance and 
data protection are becoming more stringent. Financial 
institutions must ensure the privacy and compliance 
of customer data while leveraging AI technology for 
data analysis and decision-making. As data protection 
regulations (e.g., the EU's GDPR and China's Personal 
Information Protection Law) become more sophisticated 
globally, the financial industry's need for privacy 
protection and compliance technologies will continue to 
grow.

AI will play an important role in privacy protection 
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The widespread application of AI technology has 

brought numerous advantages to the fintech sector, 

but it also poses significant challenges in terms of data 

privacy and security. The financial industry handles vast 

amounts of sensitive data, including personal information, 

transaction records, and credit scores. A breach or misuse 

of this data can lead to immeasurable losses, not only 

potentially causing a crisis of customer trust but also 

leading to significant legal and financial risks. AI models 

used in data analysis and decision-making often require 

processing large volumes of customer data, a process 

that must ensure data privacy is protected and that all 

applicable laws and regulations are met (Gai, K., 2018).

For instance, AI-driven credit assessment and risk 

prediction systems typically rely on massive datasets, 

including personal financial information, transaction 

history, and even social media behavior. If these data 

are not sufficiently protected, the risk of leakage is high, 

potentially leading to identity theft, financial fraud, and 

significant damage to both the reputation of financial 

institutions and the security of their customers' assets. 

Additionally, as data processing and storage technologies 

continue to advance, the data security threats faced by 

financial institutions are becoming more complex, with an 

increasing frequency of hacker attacks and data breaches 

(Al-Rakhami, M.,2021).

To address these challenges, financial institutions 

must adopt advanced security technologies, such as 

data encryption, anonymization, and privacy-preserving 

computation, ensuring that customer sensitive information 

remains protected during data collection and analysis. 

At the same time, they must comply with stringent 

regulations such as the EU's General Data Protection 

Regulation (GDPR) and the California Consumer Privacy 

Act (CCPA) to ensure customer privacy rights are upheld 

when using AI technologies.

As AI continues to penetrate the financial industry, 

balancing technological innovation with data privacy 

protection will be a core challenge for the future 

development of fintech. AI models must not only process 

data efficiently but also ensure transparency, fairness, and 

explainability. In the financial sector, data security and 

privacy must be prioritized, especially in the context of 

AI-driven decision-making systems.

Furthermore, blockchain technology can be leveraged 

to enhance data transparency and security. Through 

decentralized distributed ledgers, blockchain ensures that 

data is tamper-resistant during transmission and storage, 

thus reducing the risk of data breaches. Technologies like 

data de-identification and multi-party secure computation 

further safeguard financial data (OECD , 2021).

In summary, while AI technology offers vast potential 

for the fintech industry, financial institutions must place 

a high emphasis on data privacy and security, adopting 

necessary technologies and management measures to 

ensure that customer privacy and data security are not 

compromised in the pursuit of the benefits AI brings.

Key Data and Insights:

Data Breaches: According to Verizon's 2023 Data 

Breach Investigations Report, over 50,000 data breaches 

occurred globally in 2022, with around 40% of these 

involving the financial services sector. These breaches 

pose risks to both customer privacy and financial 

institutions' reputations.

Customer Trust and Privacy Protection: A PwC 2022 

survey indicated that 78% of financial institutions are 

facing high levels of customer concern regarding data 

privacy and security. Over 60% of consumers prioritize 

companies with strong privacy protection when choosing 

financial services.

Encryption and Privacy Protection Technologies: 

The 2022 Cybersecurity Survey by Accenture shows that 

approximately 85% of financial institutions are actively 

adopting data encryption to protect customer information. 

Privacy-preserving computation and anonymization 

technologies are also on the rise, with 42% of institutions 

exploring these to ensure the security of data during 

processing and storage.

GDPR and CCPA Compliance:  According to 

Forrester's 2021 Global Privacy and Data Compliance 

Survey, 71% of European financial institutions report full 

compliance with the EU's GDPR, and about 64% of US 

financial institutions have taken steps to comply with the 

California Consumer Privacy Act (CCPA).
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Frequency of Hacking Attacks: The 2022 Global 

Financial Security Report by FIS revealed that 45% of 

financial institutions experienced at least one large-scale 

cyberattack in the past year, often focused on data theft 

and misuse.

Blockchain Technology in Data Security: According 

to Deloitte's 2021 study on blockchain in the financial 

sector, 58% of financial institutions have started 

experimenting with blockchain technology to enhance 

data security, particularly in data storage and transaction 

transparency.

AI Compliance and Transparency: An OECD report 

highlighted that 65% of financial institutions believe 

that the transparency and explainability of AI models are 

critical factors for ensuring compliance and protecting 

data privacy. Financial institutions are working to improve 

AI systems' explainability to ensure compliance and avoid 

potential privacy risks.

4.2 Balancing Technology and Regulation
AI in risk control: about 60 per cent of banks are 

using AI and machine learning for credit scoring and 

risk prediction, according to McKinsey research. These 

technologies help banks assess customer default risk 

more accurately, but they involve the processing of large 

amounts of personal data.

Transparency: According to a survey, more than 

50 per cent of fintechs consider the ‘black box’ nature 

(decision-making processes that are not open to 

interpretation) to be one of the main challenges facing 

their AI models. This issue is particularly significant with 

the implementation of regulatory regulations such as the 

European GDPR.

Tight restrictions on personal data processing: the 

GDPR requires companies to be transparent about their 

processing of personal data, allowing users to know how 

the data is being used and providing explanations for 

decision-making. This poses a challenge for AI systems 

that rely on deep learning, as their complex models cannot 

easily provide clear explanations.

‘ A u t o m a t e d  d e c i s i o n - m a k i n g ’ c o m p l i a n c e 

requirements: Article 22 of the GDPR explicitly states that 

users have the right not to be bound by fully automated 

decision-making, which is particularly relevant in areas 

such as credit and lending. For example, fintechs that use 

AI to automatically determine a customer's eligibility for 

a loan will need to demonstrate that their decision-making 

process is reasonable and transparent. This requirement 

has led to the development of ‘explainable AI’, which uses 

features that can be understood by humans (e.g., linear 

regression models) instead of complex deep-learning 

models, to help meet compliance requirements.

Explorations in Interpretable AI: Financial institutions 

such as JPMorgan Chase have invested in researching 

‘interpretable AI’ to increase the transparency of their 

algorithmic decisions. For example, JPMorgan Chase 

employs ‘SHAP’ (Shapley Additive Explanations) 

analytics in its credit decisions to help interpret model 

outputs. This approach improves model transparency by 

quantifying the contribution of each variable to the model 

output.

Cross-border impact and emulation elsewhere: 

GDPR's reach extends beyond Europe, with many fintechs 

proactively following similar compliance requirements 

even if they don't operate in Europe. For example, 

Citibank has deployed GDPR-like data protection 

standards in several regions around the world to ensure 

that AI decisions meet compliance requirements.

4.3 Challenges of Data Quality and Model Training
The application of AI models in FinTech is highly 

dependent on the quality of data. However, financial 

data is often full of noise, missing values and incomplete 

records, which can introduce errors in model training and 

directly affect the accuracy of AI models. In addition, 

financial data comes from a wide variety of sources and 

forms, including both structured numerical data and a 

large amount of unstructured data (e.g., text, social media 

information, etc.), which further increases the difficulty 

of data processing (Khandani, A. E., 2010). If the data 

quality is not high, the prediction results of AI models 

will be affected, thus harming customer experience and 

increasing uncertainty in financial risk management. 

Therefore, how to obtain high-quality financial data that 

truly reflects market dynamics has become one of the 

main challenges for the large-scale application of AI in the 
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fintech field.

Case study: Data bias in the US credit market

In the U.S. credit market, AI technology has been 

widely used in the loan approval and risk assessment 

process. However, some AI models suffer from bias issues 

in historical data, leading to discriminatory judgements 

against specific populations. For example, models may 

make unfair risk assessments based on incomplete or 

biased data for people of certain races, income levels, or 

regions of residence, thus affecting the fairness of credit 

decisions. Such bias not only violates the principle of 

fairness, but may also raise legal and reputational risks. 

As a result, financial institutions are actively adapting 

their data acquisition and cleansing methods to minimise 

the impact of bias on AI models and to ensure the fairness 

and transparency of the models.

4.4 Trade-offs Between Cost and Efficiency
In the fintech sector, the implementation of AI 

technologies typically requires significant initial 

investments covering a wide range of aspects such as 

data collection, model training, system development and 

routine maintenance. Such high costs often constitute 

a significant barrier to adoption for smaller financial 

institutions and fintech startups. In addition, due to 

the complexity of the AI system itself, its subsequent 

maintenance and upgrades also require a significant 

investment of resources, further increasing the financial 

burden on these organisations (Rajnish, T., & Kim, S. , 

2019). Striking a balance between technology investment 

and business benefits remains a real challenge for the 

industry.

Case Study: The Dilemma of Small and Medium-

Sized Banks in AI Technology Adoption

In many small  and medium-sized banks,  the 

application of AI technology is constrained by limited 

financial resources and a lack of adequate technical team 

support. Often, these organisations choose AI solutions 

provided by third parties to reduce costs, however, these 

generalised solutions often have limitations in terms of 

flexibility and adaptability, and are unable to meet the 

specific needs of banks in terms of personalised services, 

risk control strategies and compliance management.

In the future, the cost of applying AI in fintech is 

expected to gradually decrease as technologies such as 

cloud computing, edge computing and Infrastructure 

as  a  Serv ice  ( IaaS)  cont inue  to  evolve .  These 

technological advances will provide small and medium-

sized organisations with more flexible and low-cost AI 

application options, enabling them to gradually enjoy 

the benefits of innovation brought about by AI without 

relying on high-cost investment. In addition, as AI model 

interpretability and transparency techniques improve, 

it will be easier for small and medium-sized financial 

institutions to understand and trust the decision-making 

process of AI systems, so that they can better apply AI 

technology to optimise their products and services (Zhang, 

Y., & Zhang, J., 2020).

Under this trend, the industry is also exploring flexible 

cooperation models, such as through joint development, 

resource sharing and partnerships, to enable small and 

medium-sized organisations to access more cost-effective 

AI technology support. This eco-systematic development 

path not only effectively reduces the technical threshold 

of small organisations, but also promotes the balanced 

progress of the entire industry in the application of AI 

technology.

5 AI-powered Fintech Future Outlook

5.1 Convergence with Blockchain, IoT
The convergence of AI, blockchain and the Internet of 

Things (IoT) will propel fintech into a whole new phase 

of development. For example, IoT devices can collect 

transaction and credit data in real time, while blockchain 

technology can provide decentralised and tamper-proof 

security for this data. On this basis, AI can analyse real-

time data from the IoT, predict market trends and make 

rapid intelligent financial decisions. In the future, the 

synergistic application of these technologies will make 

the financial system more transparent and secure, thus 

providing users with more intelligent, trustworthy and 

efficient financial services (Crosby, M., 2016).

Case: Swiss Bank's AI and Blockchain Integration 

Application

Swiss banks are piloting the integration of AI 
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and blockchain technology in cross-border payments, 

recording transactions through a distributed ledger and 

using AI algorithms to optimise the payment process. This 

pilot programme not only improves the efficiency of cross-

border payments, but also provides customers with greater 

security and privacy protection. In the future, as the 

technology matures further, the combined application of 

AI and blockchain is expected to become the mainstream 

mode of global financial transactions (Moyano, J. P.,2017).

5.2 Personalised & Intelligent Financial Services

Figure2 Average Annual Return Comparison

Figure3 User Retention Trend Comparison

Intelligent financial services are increasingly 

becoming personalized, offering tailored products and 

services based on real-time analysis of user behavior, 

financial data, and preferences. AI-driven systems are 

capable of customizing financial plans, including wealth 

management, savings strategies, investment portfolios, 

and risk management based on individual needs. With 

continuous advancements in AI algorithms and data 

mining technologies, personalized financial services will 

meet the growing demand for high-end financial tech 

solutions.

Case Study: Ant Financial’s Smart Advisory Service

Ant Financial’s smart advisory platform, "Ant 

Wealth," is a prime example of personalized financial 

services. Using AI algorithms, the platform analyzes user 

financial data, risk tolerance, and investment preferences 

to recommend suitable investment portfolios. The service 

can also dynamically adjust investment strategies based 

on market changes. According to data, users utilizing the 

smart advisory service have seen an average annual return 

about 10% higher than traditional financial products (Yao, 

Y., & Zhang, M. , 2021).

This enhancement in personalized services has not 

only increased user retention but has also improved Ant 

Financial’s market competitiveness.

Based on figure 2,The chart below demonstrates the 

difference in annual returns between traditional financial 

products and Ant Financial's smart advisory service. 

Smart advisory services help users achieve higher annual 

returns, with an average return of 5.5%, compared to 5% 

with traditional products.

Based on figure 3,The chart below illustrates the user 

retention rates over time for both traditional financial 

products and Ant Financial’s smart advisory service. 

The chart shows that smart advisory services maintain 

higher retention rates compared to traditional products, 

highlighting the effectiveness of personalized financial 

services in boosting user loyalty.

5.3 Green Finance and Sustainable Development
With the popularisation of the concept of green 

finance, the future of fintech will increasingly focus 

on  promot ing  sus ta inable  development .  Green 

finance not only focuses on the economic benefits of 

financial products and services, but also emphasises 

its contribution to environmental protection, social 

responsibility and governance. In particular, the 

application of Artificial Intelligence (AI) technology 

in the field of green finance is becoming an important 

driving force in promoting the green transformation of 

society and economy.AI provides financial institutions 

with more accurate environmental risk assessment by 

analysing the carbon emissions, energy consumption 

and environmental governance data of enterprises in real 

time, helping to assess the performance of enterprises in 

environmental protection and sustainable development. 

With the advantages of AI, financial institutions are better 

able to predict the potential impact of environmental 

changes on the future financial health of enterprises, thus 

optimising credit decisions and ensuring that the flow 

of investment funds is in line with the goals of global 

sustainable development (Zhang, X., & Wang, Y. , 2022).

In addition, AI is also playing an important role 

in the field of smart investment advisors.AI-powered 

smart investment advisors can tailor green portfolio 

recommendations to clients based on their risk appetite, 



66

analysis capabilities, it is expected that more financial 

institutions will promote the rapid development of 

green finance through similar technologies in the future, 

providing strong support for the green transformation of 

the global economy.

6 Conclusion

The application of Artificial Intelligence (AI) in 

FinTech is profoundly changing the industry's operations, 

driving the transition from traditional finance to 

intelligence, automation and personalisation. Despite the 

challenges of data privacy, regulatory compliance and 

technology costs, AI has been effective in innovating in 

areas such as intelligent risk control, personalised services 

and green finance.

In the area of intelligent risk control, AI is able to 

assess risks in real time and provide accurate decision-

making support to reduce non-performing loan rates 

through big data and machine learning technologies. In 

the area of personalised services, AI analyses user data to 

provide tailor-made financial products, such as intelligent 

investment advisors recommending suitable investment 

portfolios to improve customer satisfaction.

In the area of green finance, AI helps financial 

institutions assess environmental risks and promote 

the flow of funds to environmental protection and 

sustainable projects to achieve financial support for 

green transformation. As the technology matures and 

the cost of application decreases, AI will play an even 

more important role in fintech, driving innovation in the 

industry and fuelling the sustainable development of the 

global financial market. In the future, the convergence 

of AI with other emerging technologies will further 

accelerate the growth of the financial industry, boosting 

efficiency and improving the customer experience.
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